Information Security Policy

TAG.Global recognize that the discipline of confidentiality, integrity, and availability in information security management are integral parts of its management function. The management of TAG.Global is committed to adopt the ISO 27001:2013 standard in managing information security.

TAG.Global’s information security policy seeks to operate to the highest standards including continual improvement, through registration and annual review.

We will:

- Comply with all applicable laws, regulations, and contractual obligations.
- Implement continual improvement actions, including risk assessment and risk treatment plans and strategies, while making best use of its management resources to better meet information security requirements.
- Communicate its information security objectives and its performance in achieving these objectives, throughout the organization and to interested parties;
- Adopt in information security management system comprising a security policies and procedures which provide direction and guidance on information security matters relating to employees, customers, external providers, and interested parties who come into contact with its work
- Work closely with its customers, business partners, and external providers in seeking to establish appropriate information security management system.
- Provide all members of staff with needed trainings and awareness in the needs and responsibilities of information security management
- Constantly strive to meet, and where possible to exceed, its customers and staff expectations.

We also recognize the importance of the entire company working within this policy and will ensure all aspects of this policy are communicated to our employees and interested parties on a regular basis and the measurable objectives are regularly communicated and updated.